
IS 003 - ISO 27001 Lead 
Auditor  Training

Who Should Attend:

• All	levels	of	management	who	are	involved	in	informa-
tion	security	and	in	the	implemention	of	ISO	27001.

• All	those	who	are	interested	personally	to	learn	about
this	internationally	recognized	ISMS.

• All	those	who	want	to	become	external	auditors.

Structure:

Tutorials,	Discussions,	Workshops,	Quiz	&	Examination.

Venue:

TÜV	Middle	East	courses	are	held	at	hotels	and	various	
training	centers.	However,	they	can	be	held	at	customers’	
premises,	if	required.	

Certificate:

IRCA	certificate	will	be	issued	to	all	attendees

Duration:

5	days

Contacts:

Abu Dhabi / Al Ain: abudhabi@tuv-nord.com 
Dubai / Northern Emirates: dubai@tuv-nord.com 
Kuwait: kuwait@tuv-nord.com
Qatar: qatar@tuv-nord.com
Bahrain: bahrain@tuv-nord.com
Oman: oman@tuv-nord.com
Yemen: yemen@tuv-nord.com

Website: www.tuvme.com	

Objective:

The	aim	of	this	course	is	to	familiarize	participants	to	the	
IRCA	/	TÜV		ME	lead	auditor	level.	The	course	provides	
skills,	 knowledge	 and	 understanding	 of	 principles	 and	
practices	of	Internal	and	External	Auditing	of	ISO	27001.	
On	successful	completion	of	the	course,	the	delegates	will	
be	capable	of	performing	effective	audits	of	companies’	
ISO	27001,	reporting	the	outcome	anddetermine	whether	
or	not	it	meets	the	requirements	of	the	ISO	27001	series	
of	standards.

 TÜV® 

TÜV	MIDDLE	EAST
MEMBER	OF	TÜV	NORD	GROUP
P	O	Box	46030,	Abu	Dhabi
United	Arab	Emirates
Tel	:	+971	2	4411148
Fax	:	+971	2	4411149	
www.tuvme.com	/	www.tuvakademie.net

Content:

• Concepts	of	 information
security	 and	 its	 evolu-
tion.

• Approaches	 towards
ISO	27001.

• Philosophy	 &	 funda-
mental	principles	of	ISO
27001	series.

• Process	 approach	 to
ISO	27001.

• Detailed	 review	 of	 the
requirements	 of	 ISO
27001	standard.

• An	explanation	of	audits
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dits,	their	purpose	and	planning,	and	the	way	to	ap
proach,	perform	and	report	an	audit.

• Scheduling	and	planning	of	ISO	27001	ISMS		audits.
• Auditor’s	 responsibilities,	 personnel	 attributes	 and

auditor	selection.
• Successful	tools	and	techniques	for	ISO	27001	ISMS

auditing.
• Effective	 reporting	&	 follow-up	 of	 ISO	 27001	 ISMS

auditing.
• Auditor	registration	Scheme.
• Examination.


